# Marks & Spencer shares plunge over £1 billion following Scattered Spider cyber attack



Marks & Spencer (M&S) has experienced a significant decline in its share price, falling by 4.7 per cent yesterday and bringing total losses since a cyber attack in April to more than £1 billion. The high street retailer's shares have now dropped over 12 per cent, equivalent to a loss of approximately £1.05 billion, resulting in a market capitalisation of £7.4 billion.

The downturn follows an Easter cyber attack attributed to the Scattered Spider hacking group, which prompted M&S to suspend online orders for clothing and home goods on April 25. Analysts at Deutsche Bank have suggested that the retailer is losing around £15 million in profits each week due to the ongoing crisis, amounting to a total estimated loss of £30 million thus far.

Experts note that the most significant costs arising from such cyber incidents typically involve lost business, potential fines if consumer data is compromised, and damage to the company's reputation. This situation has not only affected M&S financially but has also led to noticeable shortages on store shelves, with customers experiencing product unavailability in several locations. The disruption is projected to persist for several weeks, as the retailer works to mitigate the fallout from the attack.

Source: [Noah Wire Services](https://www.noahwire.com)
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