# Marks and Spencer faces class action and heavy losses after Scattered Spider cyber attack



Marks and Spencer (M&S) is currently facing significant backlash following a devastating cyber attack that has compromised the personal data of countless customers. The incident, which unfolded in late April, has prompted Thompsons Solicitors, a leading law firm, to initiate a class action suit against the retailer. This legal action seeks to hold M&S accountable for potential negligence in safeguarding customer information, which includes phone numbers, home addresses, dates of birth, and online order histories.

The ramifications of the breach are substantial. According to reports, the hackers, identified as part of a group called Scattered Spider, gained entry through a contractor to M&S’s advanced IT systems. This breach not only exposed personal data but has also led to operational disruptions, crippling M&S's online ordering capabilities for weeks. Since the attack, M&S has reportedly lost up to £3.5 million a day and witnessed a staggering £1.2 billion reduction in market value, with its share price plummeting by approximately 14%. Clive Black, a retail analyst, underlines the severity of the incident, predicting detrimental impacts on the company's performance for the coming quarters.

Patrick McGuire, Senior Partner at Thompsons Solicitors, has been vocal about the implications of this breach. He stated, “We have a situation here where one of the most famous retailers in the UK has allowed criminals to pillage the personal details of hundreds of thousands of Scottish customers,” highlighting the retailer's failure to meet its legal obligations in protecting customer data. McGuire added that this situation represents the largest case of data theft the firm has ever encountered.

M&S has been quick to reassure customers regarding the nature of the data breached, emphasising that no usable payment or card details were compromised. However, the exposure of personal information leaves customers vulnerable to identity theft and subsequent criminal scams. The retailer has urged affected customers to reset their passwords as a precautionary measure. This prompt comes amidst warnings of possible phishing attempts as cybercriminals may exploit the chaos surrounding the breach to launch targeted scams.

The implications extend beyond immediate customer concerns; the incident could also disrupt M&S’s long-term strategic plans, especially those centred on digital transformation and back-end automation. Industry experts predict that failure to rebuild its reputation could lead to lasting consequences for the retailer, particularly as they navigate the intensified competition within the sector. M&S's prior financial performance had been promising, with pre-tax profits of £840 million expected for the past year. However, the current crisis threatens to overshadow these achievements.

Cybersecurity has been a growing concern across the UK retail sector, particularly as incidents involving major companies have become more frequent. The National Cyber Security Centre has called for businesses to implement stricter security measures following these attacks, advocating for a more proactive approach to safeguard customer data. This call to action underscores a larger trend; UK businesses have incurred approximately £44 billion in losses linked to cyber-related issues over the last five years.

As M&S grapples with both the legal ramifications of the data breach and the operational challenges posed by the attack, it has also had to confront the public relations fallout. Insiders suggest that while the retailer may claim up to £100 million from cyber insurance, its insurance premiums could rise dramatically unless it evidently improves its cybersecurity protocols. The lessons learned from this incident may not only affect M&S but could also serve as cautionary tales for other retailers venturing into the complex digital landscape.

In a tumultuous time for M&S, the path to recovery is fraught with challenges. As it navigates through legal battles and strives to restore customer trust, the company must also fortify its digital infrastructure to prevent similar incidents in the future. How M&S addresses these pressing concerns will likely shape its reputation and operational viability in the competitive retail environment for years to come.
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