# Co-op supply crisis persists weeks after DragonForce cyberattack despite restocking efforts



Co-op convenience stores across the UK are grappling with a crippling supply crisis three weeks after a significant cyberattack resulted in the theft of customer and employee data alongside major disruptions to the company’s IT infrastructure. Despite the company’s efforts to manage the fallout, many stores are still witnessing empty shelves, with customers frequently met by print-outs apologising for the shortages.

In early May, the Co-op initiated a damage control strategy following the breach, stating that they had begun a gradual restocking of their shops. They effectively halted access to their systems to prevent further data theft, a testament to the seriousness of the attack. Reports indicate that hackers, believed to be part of a group named DragonForce, accessed sensitive personal information of approximately 20 million members. While the Co-op reassured the public that financial data was not compromised, the breach still raised significant alarm among customers, leading CEO Shirine Khoury-Haq to express regret and emphasise ongoing protective measures.

The impact of this incident has not been isolated to the Co-op alone; it has also reverberated through other prominent UK retailers. Marks & Spencer, for instance, has faced comparable disruption, expecting financial repercussions that could reach £300 million. Likewise, luxury brands such as Harrods and supermarket distributor Arla similarly contend with the consequences of increasing cyber threats. The apparent targeting of multiple high-profile retail entities underlines a troubling trend in the retail sector.

In light of the ongoing challenges, Co-op's recovery progress has been slow. Initially, the company prioritised deliveries to rural areas attempting to mitigate the effects on isolated communities. However, reports from various locations show that many stores are still operating at significantly reduced capacity. For example, fresh produce may be available, yet shelves dedicated to frozen and dried goods remain sparse. One London Co-op employee noted that an anticipated delivery would include around a third fewer products than usual, illustrating the ongoing struggle to replenish essential stock.

Adding to the complications, the Co-op has faced logistical issues stemming from an IT error that allowed some customers to purchase items at considerably discounted rates, further muddling the retailer's recovery efforts. As part of their response strategy, Co-op has managed to restore contactless payment systems in all their outlets, addressing one of the more immediate concerns that arose from the cyberattack.

As supplies gradually become more stable, store employees express cautious optimism about returning to normality. Many expect shelves to be fully stocked within days, assuming deliveries proceed as promised. A spokesperson from Co-op reiterated their commitment, stating that while they are in a recovery phase, stock availability has improved, and the company will continue to collaborate closely with suppliers.

Although immediate concerns over IT operations and stock shortages dominate conversations, the broader economic implications of these supply issues are yet to be fully realised, leaving customers and stakeholders alike to wonder how such vulnerabilities will continue to shape the future of this cooperative giant and the retail landscape at large.
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