# M&S faces £300 million profit hit after cyberattack but eyes recovery



For many businesses, the prospect of a £300 million dent to profits would be catastrophic, if not insurmountable. Yet, Marks & Spencer (M&S) finds itself in a somewhat unique position. As one of only four UK retailers to surpass annual profits of £1 billion, it is navigating these turbulent waters with a mix of resilience and strategic foresight. In a recent announcement, M&S reported a pre-tax profit of £875.5 million for the year ending on 29 March 2025, marking its most robust performance in over 15 years. However, alongside this commendable financial strength, the shadow of a significant cyberattack looms large, leading to heightened scrutiny of the retailer’s operational integrity.

The cyber breach, attributed to social engineering tactics that compromised a third-party supplier, has severely disrupted M&S’s operations, particularly its online clothing business, which was offline for over three weeks. Chief Executive Stuart Machin referred to the situation as “challenging,” but remained optimistic, asserting that M&S is committed to recovering from this setback and accelerating its technology transformation efforts. He stated, “It has been challenging, but it is a moment in time, and we are now focused on recovery, with the aim of exiting this period a much stronger business.”

This focus on recovery is crucial, especially as M&S prepares for the significant operational and reputational repercussions of the attack. Approximately £1 billion in market value was wiped out as a direct consequence of the incident, which highlights the considerable impact of cyber threats on corporate performance. M&S has stated that it aims to offset half of its projected £300 million profit loss through insurance claims and cost management strategies. Given that the UK has witnessed a notable rise in cyberattacks, with over 40% of businesses acknowledging such incidents in the past year, this breach serves as a stark reminder of the vulnerabilities that even established companies face.

The cyberattack has also raised questions about M&S’s preparedness. Analysts have pointed out that while the company had increased its cybersecurity budget by 75%, vulnerabilities stemming from reliance on third-party service providers remain a significant concern. The use of social engineering tactics highlights a method of intrusion that exploits human error rather than technical failings, suggesting that a multifaceted approach to cybersecurity may be necessary for robust protection.

Despite the immediate fallout, there are indications that M&S's underlying business remains on solid ground. For instance, while its online sales have been severely affected, in-store sales have held steady, and the retailer has managed to secure a 6.1% increase in overall sales. Aarin Chiekrie, an analyst with Hargreaves Lansdown, noted that the situation may offer a “compelling entry point” for investors, suggesting that capitalising on the company’s current valuation—which reflects the ongoing turmoil—could yield benefits in the long run.

The company's strategy will likely be scrutinised in light of the potential for regulatory repercussions. With the Information Commissioner’s Office (ICO) enforcing stringent data protection regulations, the possibility of fines for inadequate data security measures looms large. As Dan Coatsworth from AJ Bell remarked, “It suggests hackers have caused considerable damage to the company from a financial and reputational perspective.” This regulatory uncertainty is coupled with M&S's intent to proactively enhance its systems and practices in the wake of the breach.

While the fallout from the attack will remain a pressing concern in the near term, M&S appears determined to leverage this moment of crisis as a catalyst for organisational growth. As the retailer embarks on its recovery journey, the resilience attributed to its 140-year history will be put to the test. Only time will reveal the full impact of this incident on M&S’s reputation and market standing. Nonetheless, the company’s commitment to harnessing this challenge as an opportunity may ultimately define its path forward, ensuring that it emerges not merely intact, but fortified for the future.
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