European Commission proposes delays and relaxations to AI and GDPR regulations amid criticism
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The European Commission has recently unveiled a package of proposals described as a “digital omnibus” aimed at simplifying and streamlining the EU’s complex web of digital regulations. Central to these plans are measures that would delay key provisions of the AI Act and dilute aspects of the General Data Protection Regulation (GDPR), moves critics argue amount to a significant rollback of digital protections.
The AI Act, which entered into force in August 2024, places stringent obligations on companies deploying high-risk artificial intelligence systems, those that could impact health, safety, or fundamental rights, including technologies used in healthcare, exam scoring, or biometric identification. Under the new Commission proposal, companies would be granted up to 18 additional months, extending high-risk AI compliance deadlines until December 2027 from the earlier date of August 2026. The Commission insists this delay is necessary to ease burdens on European startups and SMEs to foster innovation and prevent firms from relocating to less regulated jurisdictions. However, this step follows intense lobbying by major technology firms, including Alphabet and Meta, which had sought postponements over concerns about implementation costs. The Commission maintains that while simplification is the goal, deregulation is not on the agenda.
Alongside AI, the European Commission plans to recalibrate key aspects of the GDPR, potentially loosening rules around personal data usage for AI training without the need for individual consent. This would address “cookie banner fatigue” by enabling simplified, one-click consent processes that could last six months, reducing the frequency with which internet users must permit tracking. Critics, including the pan-European network European Digital Rights (EDRi), warn that these changes could open the door to “unchecked use” of deeply personal data by AI systems and undermine foundational data privacy rights. They describe the proposals as a dismantling of Europe’s hard-won digital safeguards, raising fears for both privacy and fundamental human rights.
Despite these criticisms, some in the business community view the proposals as insufficiently ambitious. The Computer and Communications Industry Association (CCIA), representing influential tech firms, has urged even broader overhaul of the EU’s digital rulebook to make Europe more competitive globally, especially in the face of US and Chinese technological supremacy.
Complicating the debate, former EU officials like Thierry Breton have voiced alarm at what they see as a transatlantic-driven attempt to erode European digital regulations under the guise of simplification. Breton argues the move risks unraveling safeguards designed to protect innovation and rights without falling prey to external pressures.
The broader context to this regulatory pivot is Europe’s struggle to keep pace with rapid technological advances. A report last year by former Italian Prime Minister Mario Draghi highlighted Europe’s lag behind the US and China in AI and other critical future technologies, prompting calls for a recalibrated policy approach to boost competitiveness while maintaining core rights frameworks. The Commission’s economy chief, Valdis Dombrovskis, defended the proposals as necessary to unlock the “full benefits of the digital revolution” and projected that administrative cost savings from the simplification measures could reach €5bn by 2029.
The proposals remain subject to debate and approval by both the European Parliament and EU member states. The bloc is also tackling other contentious digital regulations, such as the Digital Markets Act (DMA), which Apple recently criticised for stifling innovation and raising security concerns, although the Commission remains firm on its enforcement.
Privacy advocates and numerous civil society organisations have expressed strong opposition to the delays and dilution efforts, warning that the EU’s reputation as a global leader in digital rights could be compromised. They argue that diluting the AI Act and GDPR at this critical juncture risks eroding public trust and weakening protections against misuse of personal data and discriminatory AI applications.
As the European digital regulatory framework faces this period of potential transformation, the key questions remain how to balance fostering innovation and competitiveness with safeguarding individual rights and maintaining robust regulatory standards that have distinguished the EU’s approach to technology governance.
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