# Dundee man faces trial for alleged cyber attacks on global institutions



A Dundee man, Coray Tierney, is facing trial later this year on charges related to cyber attacks against several high-profile organisations, including the Bank of Israel and the FBI. The 23-year-old from Yarrow Terrace has been accused of violating the Computer Misuse Act through denial of service attacks targeting entities such as HSBC, Malwarebytes, and Epic Games Inc, the creators of the popular game Fortnite. These alleged cyber incidents reportedly took place between December 2021 and March 2023.

At a recent hearing at Dundee Sheriff Court, it was announced that Tierney's trial is set to proceed on September 8, pending an outstanding cybercrime report. His solicitor, Jim Caird, expressed the significant personal impact of the case on Tierney, stating, “It’s been an enormous inconvenience for Mr Tierney,” who has appeared in court six times regarding the matter. Caird highlighted that the seizure of Tierney's computer by the police has prevented him from engaging in his interest in video gaming. Currently, Tierney is on disability benefit and has not been working.

Sheriff Grant McCulloch remarked on the seriousness of the allegations, particularly given the involvement of foreign states and institutions, indicating that such cases cannot be dismissed lightly.

In a separate case, Jay Dixon, also from Dundee, pled guilty to endangering the life of a newborn baby. The 23-year-old admitted to two incidents of domestic abuse towards partners, alongside charges of neglect and serious assault against the infant, who was less than a month old.

In another matter, Grant Young was sentenced on his 40th birthday to a maximum of 12 months in prison after being found guilty of assaulting a woman in her home in Fife. The assault, which involved multiple punches to the head, left the victim "bloodied." Sherif Kirsta Johnston noted Young’s previous record of violent behaviour, emphasising a disturbing pattern of domestic violence. The court also revealed Young's history of using offensive language and making derogatory comments towards other women.

In Dundee, a teenager known as Cody Chambers received a sentence for an assault that left another youth with a permanent scar after striking him with a hammer during a children’s football game.

David Tracey, aged 37, was sentenced to nine months in prison after admitting to breaking into a Co-op store in March. Along with an accomplice, he stole goods valued at £666.01. Tracey’s conduct escalated when he later confronted an employee at a Tesco Express, resulting in charges of violence and aggressive behaviour.

Russel Gray, a 47-year-old man, received a sentence of 25 months and two weeks for his involvement in a robbery in Montrose. The court heard that he, along with two accomplices, lured a man into a trap under the pretense of soliciting help. The group assaulted the victim and made off with personal belongings, including a mobile phone and cash.

In another court ruling, Patrick Jess, a former president of the St Andrews Rifle Club, was placed under supervision after being convicted of multiple sexual assaults on female students. He has also been mandated to complete unpaid work as a punishment instead of serving prison time.

Lastly, serial fraudster Christopher Menmuir, 27, has been ordered to pay compensation to three victims following his conviction for defrauding individuals out of nearly £3,000. Menmuir, who had been facing personal difficulties, failed to deliver promised services and merchandise to his victims, leading to a fine and compensation order from Forfar Sheriff Court.
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