# Six Bulgarians jailed for up to 11 years over Russian espionage targeting UK and Europe



Six Bulgarian nationals were sentenced in a London court for participating in a coordinated espionage operation for Russia, receiving prison terms of up to nearly 11 years. This case, which unfolded between 2020 and 2023, involved a series of plots targeting journalists, diplomats, and military personnel across the UK and Europe. Prosecutors noted that while there were no physical injuries, the group's activities posed a significant threat, endangering lives and national security.

Justice Nicholas Hilliard, presiding over the case, emphasized the grave risk these individuals presented by using the UK as a base for their covert operations. "It is self-evident that a high price attaches to the safety and interests of this nation," he stated, highlighting the seriousness of their crimes. Ringleader Orlin Roussev received the harshest sentence of 10 years and 8 months, closely followed by his lieutenant, Biser Dzhambazov, who was sentenced to 10 years and 2 months. The remaining members of the group received varying sentences, reflecting their degrees of involvement.

Interestingly, Roussev’s operations were linked to Jan Marsalek, a notorious figure associated with the collapse of German payment firm Wirecard. Prosecutors revealed that Marsalek, who remains at large and is believed to be in Russia, communicated extensively with Roussev regarding various espionage activities. Their discussions reportedly covered strategies not only involving traditional espionage but also arms trading and covert operations related to the ongoing conflict in Ukraine, showcasing the broader geopolitical implications at play.

The group employed whimsical Hollywood-inspired code names, with Roussev referring to himself as "Jackie Chan" and Dzhambazov as "Mad Max." Such pseudonyms belied the serious and often sinister nature of their actual activities. One operation involved attempting to lure investigative journalist Christo Grozev—who had previously revealed the Kremlin’s involvement in the high-profile Novichok poisoning case—into a ‘honeytrap’ scheme aimed at silencing dissent.

In court, Grozev described the profound impact of being targeted by foreign agents, revealing that the incessant surveillance had fundamentally altered his day-to-day life and sense of security. "Learning only in retrospect that foreign agents have been monitoring my movements... has been terrifying," he remarked, underscoring the psychological toll of their actions.

Complicating matters were romantic entanglements within the group, particularly involving Dzhambazov, who engaged with several of his collaborators. Defence lawyers painted a picture of manipulation and naiveté among the female operatives, yet the judge maintained that they were fully aware of their roles in supporting Russian interests.

Moreover, the nexus between Marsalek and the spy network demonstrates a broader trend of utilising foreign operatives for espionage, particularly in the wake of increased tensions following the Ukraine conflict. Reports indicate that Marsalek had ambitions beyond mere espionage, even discussing the procurement of drone technology and managing logistics for armed mercenaries.

This case serves as a stark reminder of the evolving landscape of espionage, where individuals are often lured into dangerous activities under the guise of romantic or personal relationships, all while operating within a larger geopolitical framework. It also sends a clear message from UK authorities about their commitment to thwarting hostile operations on British soil. Security Minister Dan Jarvis underscored this point, asserting that the severity of the sentences reflects the government’s resolve to safeguard national security.

As this saga continues to unfold, with implications extending far beyond the UK, it raises critical questions concerning the methods and motives of espionage in the modern era, particularly as nations navigate the complexities of international relations in a rapidly changing world.
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