# AI-powered scams surge with deepfakes and voice cloning targeting older victims



The rapid evolution of artificial intelligence (AI) has provided scammers with unprecedented tools for deception, broadening the potential for fraud with alarming efficacy. From generating convincing fake messages and images to mimicking voices and crafting deepfake videos, AI empowers opportunistic criminals, making traditional safeguards seem inadequate in the face of increasingly sophisticated scams.

AI scams encompass a wide range of fraudulent activities where technology creates highly convincing content, from text messages to audio and visual impersonations. These tools, readily available online for legitimate purposes, have inadvertently facilitated a surge in scams that can be difficult for the average person to detect. Simon Miller, director of policy, strategy and communications at the fraud prevention service Cifas, points out that the speed at which criminals can utilise AI to devise fake documents and impersonate trusted individuals poses a significant threat. Particularly vulnerable are older individuals who, as highlighted by Miller, may lose years of savings in a single scam.

Romance scams are one of the most prevalent ways scammers exploit AI capabilities. Fraudsters create fictitious profiles on dating websites and social media platforms, employing AI-generated messaging and realistic audio or video communications to develop emotional connections with victims. A report from Barclays indicates a 20% increase in romance scams in early 2025, with victims averaging losses of £8,000. Alarmingly, those aged 61 and above are disproportionately affected, with average losses nearing £19,000. Kirsty Adams, a fraud expert at Barclays, stresses the importance of vigilance, urging users to trust their instincts when interactions feel overly solicitous or fast-paced. Victims are encouraged to communicate through the original platform and consult trusted friends or family before sending any money.

The rise of deepfake technology represents another facet of AI scams that warrants scrutiny. With the ability to produce highly accurate videos of people saying things they have not actually said, deepfakes are often leveraged to promote fraudulent investment schemes. A notable example involved a cloned video of financial expert Martin Lewis, which was circulated to entice viewers into purchasing fake investment opportunities. Jenny Ross, editor of Which? Money, cautions that while many deepfakes can appear alarmingly lifelike, certain indicators—such as misalignments in lip sync and unnatural movements—can alert viewers to their inauthenticity.

Voice cloning scams have also emerged as a growing threat, where scammers can replicate a person's voice from mere snippets of audio, such as voicemails or social posts. As a result, they can easily impersonate loved ones or officials demanding urgent financial assistance. The FBI has raised alarms about the use of these technologies to replicate the voices of high-profile figures, demonstrating how advanced AI influences not only everyday scams but also larger potential threats posed by cybercriminals. These impersonations become particularly insidious in times of sudden crises when individuals are more inclined to respond without verification.

Meanwhile, the UK’s Investment Association reported a staggering 57% surge in cloning scams in 2024. Fraudsters frequently impersonate legitimate investment firms, leading to substantial financial losses, with £2.7 million reported just in the second half of the year. Adrian Hood from the IA warns that the growing sophistication of these scams indicates a critical need for consumer vigilance. Despite fluctuations in overall fraud losses—showing a 29% decline across various categories—the rising numbers of impersonation incidents highlight a pressing need for consumers to authenticate investments through reliable channels.

In response to this burgeoning landscape of AI-facilitated fraud, individuals must adopt a cautious and informed approach to communications. Staying updated on the latest AI scam trends is vital, as is establishing multi-factor authentication on important accounts for added security. It is also crucial to verify urgent money requests through known contacts and official channels, rather than responding directly to unsolicited communications. Social media users should safeguard their accounts by setting privacy settings and being judicious about personal information shared online.

Understanding the nuances of AI technology is imperative in our digital age, especially as scammers become increasingly adept at exploiting these capabilities. Experts advise critical assessment of video authenticity and caution against the allure of too-good-to-be-true offers. In an environment where the line between genuine interaction and deception blurs, vigilance, education, and proactive security measures are key to safeguarding personal and financial information against the wave of AI-driven scams.
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