MPs push for rapid tech solutions as UK mobile phone theft soars and crosses borders
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UK MPs are increasingly pressing tech giants such as Apple, Samsung, and Google over perceived failings to adequately tackle mobile phone theft, which has surged dramatically in recent years. The Commons Science, Innovation and Technology Committee has strongly criticised these companies for not implementing technical safeguards that could significantly reduce the appeal and profitability of stolen handsets. In a letter to Home Secretary Shabana Mahmood, the committee urged government action and called for a high-level summit involving tech firms and law enforcement to address this growing issue.
The MPs expressed frustration that existing measures by tech companies fail to "design out" phone theft. A major point of contention is the capability to block stolen devices from connecting to cloud accounts and networks abroad—a critical vulnerability enabling the lucrative international trade in stolen phones. Metropolitan Police data cited by MPs reveal that about 78% of stolen phones eventually connect to overseas networks, largely in destinations like China and Hong Kong. This contradicts tech companies’ claims that most stolen devices are dismantled and sold merely for parts without further use.
Apple has acknowledged discussions on potential remote blocking features but cautioned against rushing into solutions that might pose privacy or security risks. The company’s global senior director for privacy and law enforcement, Gary Davis, voiced concerns about fraud possibilities if stolen device blocking systems were abused. Google, meanwhile, defended its current protections, asserting that tools like Theft Detection Lock provide strong defenses. Samsung highlighted its ongoing research investments aimed at device security.
Despite these reassurances, police and MPs remain sceptical. Former policing minister Kit Malthouse criticised what he described as Apple’s hesitancy, highlighting the scale of the problem—London alone lost an estimated 80,000 phones in 2024, generating an illicit market worth up to £50 million annually. The Metropolitan Police report that phone theft accounts for two-thirds of all thefts in the capital and is linked to serious violence, including knife crime. To counter this, the Met has pushed for global coordination on blacklisting stolen devices through IMEI (International Mobile Equipment Identity) numbers, which would render phones unusable worldwide. However, such blacklisting currently applies only at the national level through mobile networks and lacks enforcement across borders.
Industry insiders suggest cloud-level blocking tied to IMEI could be technologically feasible. For example, Trustonic, a security firm, claims it can lock or unlock devices remotely within seconds when triggered by legitimate owners. MPs insist that implementing such technology would drastically reduce both theft and the resale of stolen phones, while increasing public safety.
The UK government has acknowledged rising "snatch thefts," which surged over 150% last year. Ministers plan to convene summits with tech companies to examine innovative solutions and push for measures that address the illegal market. However, a follow-up meeting planned in May 2025 after an initial summit in February did not take place, drawing criticism from the MPs’ committee chairwoman, Dame Chi Onwurah. She urged the Home Secretary to take a "robust stance" to ensure cooperation between government, police, and tech firms, and to implement effective deterrents without further delay.
In response to the escalating public concern and political pressure, the police have also ramped up enforcement efforts, including deploying high-speed e-bikes to swiftly pursue thieves, which has contributed to a recent temporary reduction in thefts. Yet, authorities warn that enforcement alone is insufficient without technological advances from the industry to close existing loopholes.
While tech companies highlight ongoing improvements in anti-theft features and stress the complexity of the problem, lawmakers remain adamant that more decisive, coordinated action is needed. The debate continues over balancing security, user privacy, and fraud risks, but with mobile phone theft showing no sign of abating, the demand for tangible progress grows louder.
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